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Evaluation of commercial DNSSEC 

appliances.

• Commissioned by .SE

• Market today

• Drive the development

• Not included OpenDNSSEC from .SE



Last year

• Bluecat (Adonis and Proteus): NO

• InfoBlox: NO

• InfoWeapons: NO

• Microsoft Server 2008: NO

• Secure64: YES



Catalyst



Now

• BlueCat: YES

• InfoBlox: YES (18 dec)

• InfoWeapons: YES

• Microsoft server 2008 R2: YES

• Secure64: YES



Review points

• Key management

• Export

• Import

• Signing, multiple zones

• Auditability



Review points 2

• NSEC3

• Policy

• Logs



Highlights!

• BlueCat: Many functions and alternatives.

• InfoBlox: Backup

• InfoWeapons: Very simple!

• Microsoft: They have DNSSEC!

• Secure64: ”Signer in the middle”



Summary

• The third time

• US government

• NSEC3

• RFC5011

• Import and Export of keys

• Sign the root!



Report

• Referred for consideration

• November/December

• Published on .SE’s website

• More information later.
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